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বিৰতি। চিন্তা কৰা। ক্লিক কৰক।
সুৰক্ষা আৰু সুৰক্ষিত কৰিবলৈ

ডিভাইচ। পৰিচয়। তথ্য।
ইণ্টাৰনেটত

@IndianCERT



সুৰক্ষাৰ পৰামৰ্শ

সাধাৰণ ব্যৱহাৰকাৰীৰ বাবে উত্তম পদ্ধতি

ৰাজহুৱা ৱেবছাইট বা ছ’চিয়েল মিডিয়াত ব্যক্তিগত তথ্য শ্বেয়াৰ নকৰিব৷
বিভিন্ন একাউণ্টৰ বাবে বিভিন্ন পাছৱৰ্ড  ব্যৱহাৰ কৰক।
ক্লিক কৰাৰ আগতে চুটি কৰা URLসমূহ প্ৰসাৰিত আৰু পৰীক্ষা কৰক।
চাইবাৰ স্বচ্ছতা কেন্দ্ৰ https://www.csk.gov.in/security-tools.html ৰ পৰা
বিনামূলীয়া বট আঁতৰোৱা সঁজুলি ডাউনলোড কৰক।
অংশীদাৰী বা ৰাজহুৱা ডিভাইচসমূহ ব্যৱহাৰ কৰাৰ পিছত লগ আউট কৰক।

আমাক অনুসৰণ
কৰক: @cert_india@IndianCERT

নিৰাপদ ইণ্টাৰনেট দিৱস

অধিক সুৰক্ষাৰ পৰামৰ্শৰ বাবে চাওক: https://www.cert-in.org.in, https://www.csk.gov.in

চাইবাৰ সুৰক্ষাৰ কাণ্ডৰ বিষয়ে incident@cert-in.org.in লৈ ৰিপৰ্ট কৰক



কাৰ্যালয় ব্যৱহাৰকাৰীৰ বাবে উত্তম পদ্ধতি

শক্তিশালী পাছৱৰ্ড  ব্যৱহাৰ কৰক আৰু কাৰো লগত শ্বেয়াৰ নকৰিব৷

আপোনাৰ ডেস্কৰ পৰা ওলোৱাৰ সময়ত আপোনাৰ কমপিউটাৰ লক কৰক।

 অজ্ঞাত ইমেইল লিংক বা সংলগ্নসমূহত ক্লিক নকৰিব৷

কেৱল কাৰ্যালয়ৰ অনুমোদিত চফট্ ৱেৰ আৰু ৱেবছাইট ব্যৱহাৰ কৰক।

সন্দেহজনক ইমেইল বা বাৰ্তা সমূহ আপোনাৰ আই টি সুৰক্ষা দললৈ তৎক্ষণাত      

প্ৰতিবেদন কৰক।

আমাক অনুসৰণ
কৰক: @cert_india@IndianCERT

অধিক সুৰক্ষাৰ পৰামৰ্শৰ বাবে চাওক: https://www.cert-in.org.in, https://www.csk.gov.in

চাইবাৰ সুৰক্ষাৰ কাণ্ডৰ বিষয়ে incident@cert-in.org.in লৈ ৰিপৰ্ট কৰক
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মহিলাৰ বাবে উত্তম পদ্ধতি

ছ’চিয়েল মিডিয়াৰ প্ৰফাইল ব্যক্তিগতভাৱে ৰাখক।

        অচিনাকি মানুহৰ বন্ধুত্বৰ অনুৰোধ গ্ৰহণ নকৰিব৷

কেতিয়াও কাৰো সৈতে OTP, PIN, বা পাছৱৰ্ড  শ্বেয়াৰ নকৰিব।

অনলাইন হাৰাশাস্তি তৎক্ষণাত ব্লক কৰি ৰিপৰ্ট কৰক।

অনলাইনত ফটো বা স্থান শ্বেয়াৰ কৰাৰ সময়ত সাৱধান হওক।

আমাক অনুসৰণ
কৰক: @cert_india@IndianCERT

অধিক সুৰক্ষাৰ পৰামৰ্শৰ বাবে চাওক: https://www.cert-in.org.in, https://www.csk.gov.in

চাইবাৰ সুৰক্ষাৰ কাণ্ডৰ বিষয়ে incident@cert-in.org.in লৈ ৰিপৰ্ট কৰক

নিৰাপদ ইণ্টাৰনেট দিৱস

সুৰক্ষাৰ পৰামৰ্শ



জ্যেষ্ঠ নাগৰিকৰ বাবে উত্তম পদ্ধতি

আমাক অনুসৰণ
কৰক: @cert_india@IndianCERT

বেংকিংৰ সবিশেষ বিচৰা কল বা মেছেজক বিশ্বাস নকৰিব৷

ছ’চিয়েল মিডিয়া চেটৰ জৰিয়তে লাভ কৰা কোনো এপ ডাউনলোড

নকৰিব৷

শক্তিশালী পাছৱৰ্ড  ব্যৱহাৰ কৰক আৰু কাৰো লগত শ্বেয়াৰ নকৰিব।

“বহুত ভাল” যেন লগা অনলাইন অফাৰ এৰক।

এন্টিভাইৰাছ চফ্টৱেৰ ব্যৱহাৰ কৰক আৰু ডিভাইচসমূহ আপডেট কৰি    

ৰাখক।

অধিক সুৰক্ষাৰ পৰামৰ্শৰ বাবে চাওক: https://www.cert-in.org.in, https://www.csk.gov.in

চাইবাৰ সুৰক্ষাৰ কাণ্ডৰ বিষয়ে incident@cert-in.org.in লৈ ৰিপৰ্ট কৰক
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শিশুৰ বাবে উত্তম পদ্ধতি

অনলাইনত অচিনাকি মানুহৰ সৈতে যোগাযোগ নকৰিব৷
অনলাইনত কেতিয়াও আপোনাৰ নাম, স্কুল, ঠিকনা বা ফটো
অচিনাকি মানুহৰ সৈতে শ্বেয়াৰ নকৰিব।
অনলাইনত কিবা এটা কথাই আপোনাক অস্বস্তিত পেলায় যদি
অভিভাৱকক কওক।
কেৱল শিশুৰ বাবে সুৰক্ষিত এপ আৰু ৱেবছাইট ব্যৱহাৰ কৰক।
অনুমতি অবিহনে গেম বা এপ ডাউনলোড নকৰিব৷

আমাক অনুসৰণ
কৰক: @cert_india@IndianCERT

অধিক সুৰক্ষাৰ পৰামৰ্শৰ বাবে চাওক: https://www.cert-in.org.in, https://www.csk.gov.in

চাইবাৰ সুৰক্ষাৰ কাণ্ডৰ বিষয়ে incident@cert-in.org.in লৈ ৰিপৰ্ট কৰক
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বিশেষভাৱে সক্ষম ব্যক্তিৰ বাবে উত্তম পদ্ধতি

অভিগম্যতা-বন্ধুত্বপূৰ্ণ সুৰক্ষা সঁজুলিসমূহ ব্যৱহাৰ কৰক (স্ক্ৰীণ ৰিডাৰ,
ভয়েচ সতৰ্ক বাণী)।
ব্যক্তিগত বা আৰ্থিক তথ্য অনলাইনত শ্বেয়াৰ নকৰিব৷
অজ্ঞাত বাৰ্তা ৰ উত্তৰ দিয়াৰ আগতে বিশ্বাসযোগ্য ব্যক্তিক সুধিব।
সম্ভৱ হ'লে শক্তিশালী গুপ্তশব্দ আৰু গুপ্তশব্দ ব্যৱস্থাপক ব্যৱহাৰ
কৰক।

সুৰক্ষা সমস্যা এৰাই চলিবলৈ ডিভাইচসমূহ আপডেইট কৰি ৰাখক।

আমাক অনুসৰণ
কৰক: @cert_india@IndianCERT

অধিক সুৰক্ষাৰ পৰামৰ্শৰ বাবে চাওক: https://www.cert-in.org.in, https://www.csk.gov.in
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Security Tools
https://www.csk.gov.in/security-tools.html

csk@cert-in.org.in

Announcements
https://www.csk.gov.in/announcements/index.html

https://www.facebook.com/IndianCERT/
https://twitter.com/IndianCERT 

https://www.instagram.com/cert_india/

https://www.linkedin.com/company/
indiancert-cert-in/
https://youtube.com/@indiancert 

Official social media handles of @IndianCERT

For Collaboration with CERT-In in the area of Cyber Security:
Visit website: https://www.cert-in.org.in
Email: collaboration@cert-in.org.in
                      
Phone: +11-22902600 Ext: 1012, +91-11-24368572
For Trainings/ Awareness programmes:
Email: training@cert-i﻿n.org.in

For reporting Cyber Security Incidents to CERT-In:
Visit website: https://www.cert-in.org.in
Email:  incident@cert-in.org.in
Toll Free Phone: +91-1800-11-4949 
Toll Free Fax: +91-1800-11-6969

Information Desk
Phone: +91-11-22902657

REPORT CYBER SECURITY 
INCIDENTS TO CERT-IN

REPORT CYBER SECURITY 
INCIDENTS TO CERT-IN

https://www.cert-in.org.in/
https://www.cert-in.org.in/

